3 IDENTIFICATION MEASURES
3 OVERVIEW

1. This section explains the identification measuresrequired under Article 13 ofthe Money

[ Deleted: of Section ]

[ Moved (insertion) [1] ]

Laundering Order, and the framework underwhich a supervised person is requiredtoapplyarisk .- Deleted: firm ]
basedapproach to the application of such measures. Deleted: - ]
2. Thissectionshould be read and understood in conjunction with the following sections:
section 4 —which explains the basis for finding outidentity and obtaining evidence ofidentity| 1 Deleted: - ]
i Deleted: ;

section 5 — which considers the circumstances in which reliance might be placed on another [ )
party to have applied reliance identification measures | [ Deleted: ; and ]

|

section 7 —which explains the application of enhanced CDD measures (including the case of a
customerthatis assessed as presenting a higher risk) and simplified identification measur: [ Deleted: dient ]

3. Soundidentification measuresare vital because they:

transactions beinginvestigated

help to protectthe supervised person and theintegrity of the financial sectorin which it operatels ) [ Deleted: firm ]
by reducing the likelihood of the business becoming a vehicle for, or a victim of, financial [ Deleted: professional and ]
crime, including money laundering and the financing ofterrorism [ Deloated: - ]
assist law enforcement, by providing available information on customers or activities an [ Deleted: dients ]
[ Deleted: ; ]

constitute an essential part of sound risk management, e.g. by providing the basis for identifying,
[ Deleted: ; and ]

limiting and controlling risk

helptoguardagainstidentity fraud.

4. Theinadequacy orabsence ofidentification measurescanexposea_supervised person to serious

customerand counterparty risks, as wellas reputational, operational, legal, regulatory and

Deleted: subject
D.

law firm

concentrationrisks, any of which canresultin significant financial cost to the business.
Documents, dataorinformation held also assist the MLRO (or deputy MLRO) and other |

Deleted: client

I

Deleted: business

employeesto determine whethera SARis appropriate.

5. Acustomermaybe anindividual (or group of individuals)orlegal person. Section 4.3 deals with

Deleted: client

customerwhois anindividual (or group of individuals), Section 4.4 deals with a_customer (an

Deleted: client

individualorlegal person)whois acting fora legal arrangement, and Section 4.5 deals with a
customerwhois alegal person.

Deleted: client

Deleted: client

6. Theterm customer,asusedinthis Handbook, is definedinthe Glossary above. As notedinthe

Deleted: Throughout

definition, customerscaninclude a prospective customers (i.e. applicants for business),

Deleted: section, references to “client”
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3.2 Obligation to apply identification measures ( Deleted:

Statutory requirements (paraphrased wording)

c

7. Article13(1)ofthe Money Laundering Order requiresa relevant person to apply CDD measures.

CDD measures comprise identification measuresand.on-going monitoring. Identification ( Deleted: ongoing

measures must be applied:

> subjecttoArticle 13(4) to (11) of the Money Laundering Order, before the establishment

of a business relationship or before carrying out a one-off transaction ( Deleted: .

> wherea relevant person suspects money laundering [ Deleted: .

> wherea relevant person has doubtsabout the veracity of documents, data orinformation
previously obtained under CDD measures.

Identification Measures

8. Article3(2) of the Money Laundering Order sets out what identification measures are to involve:

»  finding out the identity ofa customer and obtaining evidence ofidentity from areliable ..~  Deleted: dient

andindependent source thatisreasonably capable of verifying that the person to be
identified iswho the person is said to be and satisfies the person responsible for the
identification of a person thatthe evidence doesestablish that fact (referred to as

“obtaining evidence”). See Article 3(2)(a) of the Money Laundering Order. Deleted: ).

> finding outtheidentity ofany person purporting to act on behalfofthe customerand Deleted:
verifying the authority ofany person purporting so to act. See Article 3(2)(aa) of the Deleted: client
Money Laundering Order Deleted: .

> where the customer is a legal person, understanding the ownership and control structure . ( Deleted: dient

U U U ) L

of that customer and the provisionsunderwhich the customer can enterinto contracts, Deleted: dient
or othersimilarly legal binding arrangements, with third parties. See Article 3(2)(c)(ii) of ( Deleted: dient
the Money LaunderingOrdey, ( Beleted

> where the customer is a legal person, finding out the identity ofindividualswho arethe ... ( Deleted: dient
beneficial ownersor controllersofthe customer and obtaining evidence of the identity of -~ Deleted: dient
those individuals. See Article 3(2)(c)(iii) of the Money Laundering Order ( Deleted:

»  determining whetherthe customer is acting fora third party (or parties), whether directly ... ( Deleted: dient
orindirectly. See Article 3(2)(b) of the Money Laundering Order ( Deleted: .

> finding outtheidentity ofany third party (or parties)on whose behalfthe customer is [ Deleted: client
acting and obtaining evidence ofthe identity ofthose persons. See Article 3(2)(b)(i) of the
Money Laundering Order ( Deleted: .

> where the third party is a legal person, understanding the ownership and control ofthat
third party, finding out the identity ofthe individuals who are the beneficial ownersor
controllersof the third party and obtaining evidence ofthe identity ofthose individuals.
See Article 3(2)(b)(ii) of the Money Laundering Order {  Deleted:.

> where the third party is a legal arrangement, e.g. a trust, understanding the nature of
the legal arrangement under which the third party isconstituted. See Article 3(2)(b)(iii)(A)
of the Money Laundering Ordeg ( Deleted: .
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> where the third party is a legal arrangement, e.g. a trust, finding out the identity ofthe
persons who are listed in Article 3(7) of the Money Laundering Order. See Article
3(2)(b)(iii)(B) of the Money Laundering Order.
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{ Deleted: .

> where the third party is a legal arrangement, e.g. a trust, where any person listed in

Article 3(7) is notan individual, finding out the identity ofthe individualswho are the
beneficial ownersorcontrollersofthe person and obtaining evidence ofthe identity of
those individuals. See Article 3(2)(b)(iii)(C) of the Money Laundering Order

( Deleted:.

I
> obtaining information on the purpose and intended nature ofthe business relationship or

one-off transaction. See Article 3(2)(d) of the Money Laundering Order.

Article 3(5) of the Money Laundering Order requires identification measuresto include the
assessment (i.e. customer risk assessment) by a relevant person of the risk that a business |
relationship orone-offtransaction will involve money laundering. Thismustinclude obtaining
appropriate information for assessing that risk.

Article 3(6) requires, in cases where a customer is acting for a third party, and where the

Deleted: of the Money Laundering Order

customeris a legal person, measures for obtaining evidence ofidentity for third parties, persons

purporting to acton behalfofthe customer, and individualswho are the customer’sbeneficial

owners or controllers, to involve reasonable measures having regard to all the circumstances of
the case, includingthe degree of risk assessed.

For persons who are notindividuals, Article 2 ofthe Money Laundering Order describes:

Deleted: client

Deleted: client

Deleted: client

Deleted: client’s
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{ Deleted: ; and

> beneficial ownersas individuals with ultimate beneficial ownership ofthat person, |
I

> beneficial controllersas individuals who ultimately control that person or otherwise
exercise control overthe management ofthat person.

The description of a beneficial owneror controller willapply whether the individual satisfiesthe
description alone orjointly with other persons.

Article 2 of the Money Laundering Order providesthat no individual isto be treated as a
beneficial ownerofa personthat is a body corporate, the securitiesof which are listed on a
regulated market.

On-going Monitoring

{ Deleted: Ongoing

Article 3(3) of the Money Laundering Order sets out what on-going monitoring isto involve:

{ Deleted: ongoing

> scrutinising transactionsundertaken throughout the course of a business relationship to
ensure that the transactionsbeing conductedare consistent with the relevant person’s
knowledge ofthe customer, including the customer’s business and risk profile. See Articlg

Deleted: client

3(3)(a) of the Money Laundering Order,

»  keeping documents, data orinformation up to date and relevant by undertaking reviews
of existing records, particularly in relationto higher risk categories of customers. See
Article 3(3)(b) of the Money Laundering Order.

Policiesand Procedures

Amongotherthings, Article11(1)and (2) of the Money Laundering Order requires a relevant |

Deleted: client’s

Deleted: .

U

[ Deleted: inter dlia

person to maintain policiesand proceduresfor the application of CDD measures that are
appropriate and consistent having regard to the degree of risk of money laundering and the
financing ofterrorism taking into account:

»  the level of risk identified in a national or sector-specific risk assessment in relation to
money laundering carried out in respect of Jersey,

( Deleted: ; and
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> the typeof customers, business relationships, productsand transactions with which the

relevant person’sbusiness is concerned. [ Deleted: /aw firm’s

16. Among otherthings, Article 11(3)of the Money Laundering Order requiresthat the appropriate [ Deleted: Inter dlia

and consistent policiesand proceduresinclude policiesand procedureswhich:

»  determine whether a customer (and others connected to the customer)is a PEP, has a [ Deleted:

connection with a country or territory that doesnot apply, orinsufficiently appliesthe
FATF Recommendations, or is subject to or connected with a country, territory or

organization thatissubject to AML/CFT counter-measures [ Deleted: .

> determine whethera transaction iswith a person connected with a country or territory
that does not apply, orinsufficiently appliesthe FATF Recommendations, or is subject to

or connectedwith a country, territory ororganisation thatissubject to AML/CFT counter- [ Deleted: organization

measures, —{ Deleteds.

> assess and managetherisk of money laundering orthe financing ofterrorism occurring
as aresult of completing identification measuresafter the establishment ofa business

relationship (where permitted), and ensure periodic reporting to senior managementin [ Deleted: period

such cases.

17. Article 13(10)to (12) providesthat a relevant person thatis a collective investment scheme shall [ Deleted: of the Money Laundering Order

notbe required to apply customer due diligence measuresto a person that becomesa unitholder
through a secondary markettransaction, so long as:

> @ person carrying on investment businesshas applied identification measures; or

> @ person carrying on equivalent businessto investment business has applied identification
measuresin line with FATF Recommendation 10.

18. A “secondary market”isa financial marketin which previously issued unitsare bought and sold.

19. Where a relationship betweena relevant person and a customer has no “element of duration”
andis not a one-off transaction within the meaning of Article 4 of the Money Laundering Order,
identification measureswithin the meaning of Article 13 of the Money Laundering Order are not

required unless:

> ___therelevantperson suspects money laundering or financingofterrorism; or

> ___therelevantperson has doubtsabout the veracity oradequacy ofany documents, data or
information previously obtained under the CDD measures.

3.3 Risk based approach to Identification Measures

20. A risk-based approach to the application of identification measuresis one thatinvolves a number
of discrete stagesin assessingthe most effectiveand proportionate way to manage the money

laundering and the financing ofterrorism risk faced by a supervised person. While these stages [ Deleted: firm.

mustbe incorporated into policiesand procedures, they do not need to take placein the

- Deleted: a fir's

sequenceoutlined below, and mayoccur simultaneously.
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21. Theriskassessmentofa particularcustomer (customerrisk assessment) will determine the [ Deleted: dient

extent ofinformation.which willbe requested, what evidence ofidentity will be obtained, the

Deleted: that

extenttowhich the resulting relationship will be scrutinised, and how often documents, dataor
information held will be reviewed.

22. Section 2.3 of this Handbook requires the Board (or where the supervised personis not a
company, the senior management function) ofa supervised person to conduct (and keep up-to-

date)a businessrisk assessment, which considers the_supervised person’srisk appetite, activitie Deleted: business’

A B

and structure and concludes onthe_supervised person’sexposureto money laundering and the d: business’
financing ofterrorismrisk.
23. This business risk assessment will enable a_supervised person to determine itsinitial approach tg Deleted: firm

performing Stage 1 of the identification process as set out below, depending on the type of

customer, product orservice involved. The remaining stages of the processrequire a supervised Deleted: dlient,

person to consider whetherthe specific circumstances ofthe customer will necessitate the Deleted: consideration asto

application of further measures. Deleted: dlient

24. Part3A of the Money Laundering Order sets out exemptions from CDD requirements, including | Deleted: set

circumstancesin which exemptions do notapply (See Article 17A), exemptions from applying Deleted: customer due diligence

third party and otheridentification requirements (See Articles 17B, 17C, 18) and the obligations

of a supervised person whois exemptfrom applying third party identification requirements (See| Deleted: relevant
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Article 17D).

25. The followingare the stagesin the identification process: |
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Stage | Identification measure Article(s) Guidance
In the case ofa customerthatis a legal person, a :dient
supervised person mustunderstand the ownership - . < firm
1.1 and control structure ofthe customer (and provisions | 3(2)(c)(ii) :’,c::'m' : dient
underwhich the customercan enterinto contracts). oo : dient
A supervised person mustfind out the identity of: :firm
» the customer; Deleted: dlient
» any beneficialownersand controllers of the
gustomer; . Deleted: dient
12 » anythird party (or parties)' —includinga legal 3(2)(a)to(c) | Section4
arrangement-on whose behalfthe customeracts. | 3(4)(a) ( Deleted: client
Whetherdirectly orindirectly (and beneficial
owners and controllersof the third party (or
parties));and
others listed in Article 3(2).
A supervised person must obtaininformation onthe Eeft&A { Deleted: firm
1.3 purpose and intended nature ofthe business {2)(d) ﬁ ( Deleted: 3
relationship or one-offtransaction. Section 7
A supervised person mustobtainappropriate ( Deleted: firm
information forassessingthe riskthata business Sections
14 relationship or one-offtransaction willinvolve money | 3(5) 3.3.2and
’ laundering orthe financing ofterrorismrisk. It may be | 15(1) 3.3.3
necessary to repeat this stage followingan Section?7
assessmentofriskunderstage 2.1.
A supervised person must, onthe basis ofinformation ( Deleted: firm
collected atstage 1, assess the riskthata business .
. . . o Section
2.1 relationship or one-offtransaction willinvolve money | 3(5) 334
laundering or the financing of terrorism risk (risk e
profile).
A supervised person mustprepare and recorda N Section .| Deleted: firm
2.2 - : : 3(5)(@)
customerbusinessand risk profile. 3.3.5 ( Deleted: dient
A supervised person mustobtain evidence ofthe 3(2)@)to(c) | .. ( Deleted: firm
3 identity ofthose whose identity isfound outatstage | 3(4)(b) o
12, 15(1) Section?7

26. By virtue of on-going monitoring, particularly in relation to higherrisk categories of customers,

under Article 3(3)(b) of the Money Laundering Order, a supervised person must keep documents,

Deleted: ongoing

Deleted: particularly inrelationto higher risk categories of

data andinformation obtained underStages 1and 3 up to date andrelevant, See Section 3.4 of
this Handbook.

clients, a firm

For the avoidance of doubt, this will includeany person who is a named beneficiary of a life assurance policy entered
into by the customer.
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27. Systems and controls(including policiesand procedures) will not detect and preventallinstances
of money laundering orthe financing of terrorism. A risk-based approach will, however, serve to
balance the costburden placed ona supervised person and on customerswith the risk that the
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i firm

business maybe usedin money launderingorthe financing ofterrorism by focusing resources onh
higherrisk areas.

28. Care has tobe exercised undera risk based approach. Beingidentified as carrying a higherriskof

: dients

:firm

: to finance

money laundering or the financing ofterrorism does notautomatically meanthatacustomeris g ™

money laundereroris financing terrorism. Similarly, identifyinga_ customeras carryinga lower

client

risk of money laundering orthe financing ofterrorism does not meanthatthe customeris nota | h
money launderer ora financier ofterrorism.

: client

AML/CFT Codes of Practice

29. A supervised person mustapply a risk-based approach to determine the extentand nature ofthg

client

the
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measures to be taken when undertaking the identification process set outabove.

3.3.1 Understanding ownership structure —Stage 1.1 |

30. Article 3(2)(c)(ii) of the Money Laundering Order requires a_supervised person to understand wh

[ Deleted: Structures

[ Deleted: firm

owns and controls a customerthatis a legal person. Without such an understanding, it will not
be possibletoidentify the individuals who are the customer’s beneficial ownersand controllers.

[ Deleted: that isadlient.

[ Deleted: dient’s

31. Understanding ownership involves taking three separate steps:

requestinginformation from the customer (or a professiona))

[ Deleted: client

validating thatinformation

checkingthatinformation held makes sense. |

[ Deleted: );

[ Deleted: ; and

Guidance notes

32. Step 1 - A supervised person may demonstrate that it understands the ownership and control

Deleted: firm

structure ofa customerthatis a legal person where itapplies one ofthe following identification

Deleted: client

measures:

[

itrequeststhe customerto provide a statement oflegal and beneficial ownership andcontrold

Deleted: client

part of its applicationtobecome a customer. Inthe case ofalegal personthatis partofp

group, this will include a group structure

Deleted: client

to the extentthata_customeris,orhas been, provided with professional services by a lawyerd

=

(
—

(" Deleted:.
(

Deleted: client

—

accountant, oris “administered” by a Trustand Company Services provider, it requests that
lawyer, accountant or Trustand CompanyServices provider to provide a statement of legal
and beneficial ownership and control.In the case of a legal person that is part of a group,
this willinclude a group structure.

33. Step 2- A supervised person may demonstrate thatit understands the legal ownership and |

[ Deleted: firm

control structure ofa customerthatis a legal person where it takes into account information thgt ..

is held:

. Page 7 on*
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[ Deleted: client
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by thecustomer, e.g.recorded inits share register Deleted: (i)
) X Deleted: client
by alawyer, accountant or Trustand Company Services provider
Deleted: ; (i)
by a trusted external party, in the case ofa legal person with bearer shares, where bearer .- Deleted: ; (iii)

certificates havebeen lodged with thattrusted external party, Moved down [2]: publicly, e.g. information that is held in a

Moved down [3]:information that is held ina central

Dbublicly, e.g,information thatis heldin a central registerin the country ofestablishment. register inthe country of establishment.

Deleted: ; or (iv)

34. A supervised person may demonstrate thatit understands the beneficial ownership and control

structure ofa customerthatis a legal person where it takes into accountinformation that is: Moved (insertion) [2]

Moved (insertion) [3]

held by the customer, e.g. inline with company law, AML/CFTrequirements, orlisting rules, e.g. _

P
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(
-
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[
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a declaration oftrustinrespect ofshares held by a nomineeshareholder Deleted: firm
Deleted: client

held by a lawyer, accountant or Trust and Company Services provider, e.g. in order to meet Deleted: ;

AML/CFT requirements Deleted: -
heldina publicregister, e.g.informationthatis heldin a centralregister of beneficial ownership

in the country of establishment, information that is published in financial statements

prepared under generally accepted accounting principles, or information available as a

resultofa listing of securities on a stock exchange [ Deleted: ;
provided directly by the ultimate beneficial owner(s) ofthe legal person [ Deleted: ; or

publicly available, e.g.in commercial databases and press reports.

35. Step 3— A supervised person may demonstrate thatit understands the ownership and control [ Deleted: firm

structure ofacustomerthatis a legal person where it applies one or more of the following [ Deleted: dient

identification measures:

it considers the purposeand rationale forusing an entity with a separate legal personality [ Deleted: .

inthe case ofalegalpersonthatis partofa group, itconsiders whetherthe corporate structure
makes economicsense, taking into account complexity and multi-jurisdictional aspects.

3.3.2 Information for assessing risk — Stage 1.4

Guidance notes

36. A supervised person may demonstrate thatit has obtained appropriateinformation forassessing [ Deleted: firm

theriskthata businessrelationship or one-off transaction will involve money laundering or the
financing of terrorism risk where it collects the following information:

All customer types ) [ Deleted: dient
[ Deleted: client
types Sound Business Practice Policy). [ Deleted: Commission’s Sound Business Practice Policy?).
Source offunds, e.g. nature and details of occupation oremployment.
Details ofany existing relationships with the supervised person. [ Deleted: firm.
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Additional relationship information_

| ______________ [ Deleted: : legal arrangements and legal persons

Expresstrusts Type of trust (e.g. fixed interest, discretionary, testamentary).

Classes of beneficiaries, including any charitable causes named in the
trustinstrument.

Geographical sphereofactivitiesand assets.

foundations) Name of regulator, ifapplicable.

Foundations Classes ofbeneficiaries, including any charitable objects.

Legal personsand | Ownership structure ofany underlyinglegal persons.

legal Type of activities undertaken by any underlying legal persons (having

arrangements regard for the JFSC’s Sound Business Practice Policyandtrading || ... [ Deleted: Commission’s
(includingexpress | activities).

trusts and

factors specificto the customer.

37.The extent of information soughtin respect ofa particular customer, or type of customer, will - Deleted: dient
depend uponthe country orterritory with which the customeris connected, the characteristics Deleted: dient

of the product orservicerequested, how the product orservicewill be delivered, aswellas | . [ Deleted: dient
[ Deleted: client

(N, W | W A W

3.3.2.1 Terms of Business

TOF

38. 1t may be helpful to:

» __explaintothe customerthe reason forrequiring CDDinformation and forthe
customeridentification procedures. This can be achieved by including an additional
paragraphinthe terms ofbusiness orin pre-engagement communications.

> __inform customers of the supervised person’s reporting responsibilities underthe
primary legislation and the restrictions created by the ‘tipping-off rule onthe
supervised person’s ability to discuss such matters with its customers.

39. Whetheror notto advisethe customeroftheseissuesis a decision to be taken by individual
supervised persons. However, ifit is to be done itis importantthatthe policy should apply
consistently forall customers. Adecision only to doso once a suspicion hasarisen could
resultinthe supervised person committing a tipping-off offence (see Section 8.5 ofthis

Handbook).

3.3.2.2 Issues that mightbe covered when drawing up a profile

{ Moved (insertion) [4]

40. To assistindrawingup a customer profile, supervised persons may wish to obtain information vi

a questionnaire. Supervised persons should be mindful that the questionnaire requests
information they are legally obligated to obtain. Supervised personsshould amend the question

{ Moved (insertion) [5]

and focus to suittheirown customer base and products/services offered.

41.The supervised person may also be ableto obtain furtherinformation priorthe start ofa busines:
relationship or one-offtransaction from othersources. Examplesinclude:

. Page 9 0f24
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» __carryingout backgroundsearches and database screeningand

> ___communicating with existing or previous providers of professional accountancy,
bankingandlegalservicestothe customer.

333 Source of Funds —Stage 1.4

B
42.The ability to follow the audit trail for criminal funds and transactions flowing through the
professionaland financial sectoris a vitallaw enforcement tool in money laundering and the
financing ofterrorism investigations. Understanding the source of funds and, in higherrisk
relationships, the customer’s source ofwealth is also an important aspect of CDD. [ Deleted: dient’s
43. Sourceoffunds is definedin the Glossary above. Information concerning the geographical sphere [ Deleted: Firms

of the activities generating the source offunds may also be relevant.

44. Supervised persons should monitor whether funds received from customersare from credible Deleted: dients

sources. Iffundingis froma source otherthana_customer, a supervised person may need to Deleted: dlient

make furtherenquiries. Ifitis decided to accept funds froma third party, perhaps because time Deleted: firm

is short, supervised personsshould ask how and why the third party is helping with the funding. Deleted: firms

45.In some circumstances, cleared funds willbe essential for transactions and_customersmay want Deleted: dients

to provide cash to meeta deadline, Supervised personsshould assess the riskin these cases and Deleted: completion

askmore questionsifnecessary.

Deleted: Firms

46.The Money Laundering Order and the AMIL/CFT Handbook stipulate record-keeping requirements ,
for transaction records. These require information concerning the remittance of funds to be 1
recorded (e.g. the name ofthe bank and the name and account number ofthe accountfrom

Deleted: <#>Source of funds is the activity which generates the
funds for arelationship e.g. a client’s occupation or business
activities. Information concerning the geographical sphere of the
activities may also be relevant.q

Deleted: <i#>this

be confused with source of funds information.
Deleted: <#> which

47.Source ofwealthis defined in the Glossary above. It should also be reiterated that source of Deleted: <> also

wealth is distinct from source of funds. Information concerning the geographical sphere ofthe

Deleted: <#>is

activitiesthathave generated a,customer’swealth may also be relevant.

Deleted:, and describes the activities which have generated the
total net worthof a person both withinand outside of a
relationship, i.e. those activities which have generated a dlient’s
funds and property.

48.1In finding outa customer’ssource of wealth it nay not be necessary to determinethe monetary
value of theirnet worth.

Deleted: client’s

3.34 Assessment of risk — Stage 2.1

Deleted: will often

Deleted: an individual’s

o
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49.The followingfactors_-countryrisk, product/servicerisk, delivery risk, and customer-specificrisk - " Moved up [4]: 9
will be relevant when assessing and evaluating the CDDinformation collected at Stage 1, and are Overview

not intended to be exhaustive. Asupervised person should consider whether othervariables are Deleted: — dient risk,

appropriate factors to considerin the context ofthe products and services thatit provides andits Deleted: and

customerbase. Deleted: firm

50. In assessingcustomerrisk, the presence of one factorthat mightindicate higherrisk will not Deleted: client

automatically meanthata_customeris in fact higherrisk. Equally, the presence ofone lowerrisk Deleted: dient

factorshould notautomatically lead to a determination thata_customeris lowerrisk. Deleted: dient

Deleted: client

51.The sophistication ofthe risk assessment process may be determined accordingto factors

N, W, W | W | W, W W

supported by the business risk assessment.
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Inconsistencies between information obtained may also assistin assessing risk. Forexample, a
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Deleted:,

supervised person mightidentify inconsistencies between specific information concerning source
of funds (or source of wealth), and the nature of the customer’sexpected activity.

A supervised person may demonstrate thatithasassessed the risk thata businessrelationship o

| Moved up [5]: Guidance notest|

one-off transaction willinvolve money laundering or the financing ofterrorism where it takes
intoaccountthe factors setoutatSection 3.3.4.1 below.

“| Deleted: firm

{

[ Deleted: may also assist in assessing risk
(
(

) )

A supervised person may demonstrate thatithasassessed the riskthata businessrelationshipof . [ Deleted: firm
one-off transaction willinvolve money laundering or the financing of terrorism where it takes
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57.

TOF

Country Risk — A connection to a country orterritory that presents a higherrisk of money

launderingorfinancing ofterrorism. The following types of countries orterritories may be
considered to presenta higherrisk:

> those with strategicdeficiencies in the fight against money laundering and the
financing ofterrorism, e.g. those identified by the FATF as having strategic
deficiencies

> thoseidentified as majorillicit drug producers or through which significant quantitieg
of drugs are transited, e.g. thoselisted by the US Department of Stateinits annual
International Narcotics Control Strategy Report
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> thosethatdo nottake efforts to confrontand eliminate human trafficking, e.g. those
listedinTier3 of the US Department of State’s annual Traffickingin Persons Report

> __thosethathave stronglinks (such asfunding orothersupport) with terrorist activities,
e.g.those designated by the US Secretary of State as state sponsors ofterrorism; and
those physical areas identified by the US (in its annualreport entitled Country Reports
on Terrorism)as ungoverned, under-governed orill-governed whereterrorists are
able toorganise, plan, raise funds, communicate, recruit, train, transitand operatein
relativesecurity because ofinadequate governance capability, political will or both

> __thosethatareinvolvedinthe proliferation ofnuclearand other weapons, e.g. those
thatare the subjectof sanctions measuresin placeinJersey, or, as appropriate,
elsewhere

> thosethatare vulnerable to corruption, e.g. those with poorratingsin Transparency
International’s Corruption Perception Index or highlighted as a concernin the
Worldwide Governance Indicators project, orwhose companies engagein bribery
when doingbusiness abroad, e.g. those with poorratingsin Transparency
International’s Bribe Payers Index

> __thoseinwhichthereisno,orlittle, confidence in the rule oflaw, in particularthe
quality of contract enforcement, property rights, the police and the courts, e.g. those
highlighted as a concerninthe Worldwide Governance Indicators project

» _thoseinwhichthereisno, orlittle, confidence in government effectiveness, including
the quality ofthe civil serviceand the degree of its independence from political
pressures, e.g. those highlighted asa concerninthe Worldwide Governance

Indicators project

> thosethatare politically unstable, e.g. those highlighted asa concernin the
Worldwide Governance Indicators project,or which may be considered to be a “failed
state”, e.g. those listed in the Failed State Index (central governmentis soweak or
ineffectivethatit has little practical control over much of its territory; non-provision
of public services; widespread corruption and criminality; refugees and involuntary
movement of populations; sharp economic decline)

> thosethatarethe subjectofsanctions measuresthatareinplaceinlJerseyor
elsewhere, e.g. thosedealing with the abuse of human rights of misappropriation of
state funds

> __thosethatlacktransparency orwhich have excessive secrecy laws, e.g. those
identified by the OECD as having committed to internationally agreed tax standards
but which have notyetimplemented those standards

> those withinadequate regulatory and supervisory standards on international
cooperation andinformation exchange, e.g. those identified by the Financial Stability
Board as just making material progress towards demonstrating sufficiently strong
adherence, orbeingnon-cooperative, where it may not be possible to investigate the
provenance offunds introduced into the financial system.

58.|n addition to the above, supervised personsshould also consider whethera customerhasa
relevant connection to a country orterritory named in Appendix D1 ofthis Handbook (countries
or territories forwhich a FATF call foraction applies), as well as thosethat are generally
considered to be un-cooperative in the fight against money laundering and the financing of
terrorism.
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59. Country risk — A connectiontoa country orterritory that presents a lowerrisk of money

laundering orthe financing ofterrorism.The following factors may be considered to be indicative

of lowerrisk:

> _afavourable ratinginthe Worldwide Governance Indicators project

> the application of nationalfinancial reporting standards that follow international
financial reporting standards, e.g. those countries identified by the European
Commission as having generally accepted accounting principles thatare equivalent t
International Financial Reporting Standards

> acommitmentto international export control regimes(Missile Technology Control
Regime, the Australia Group, the Nuclear Suppliers Group, Wassenaar Arrangement
andthe Zangger Committee)

> afavourable assessment by the Financial Stability Board concerningadherence to
regulatory and supervisory standards on international cooperation and information

exchange

> familiarity of a supervised person with a country orterritory, including knowledge of
its locallegislation, regulationsand rules, as wellas the structure and extent of
regulatory oversight, forexampleas a result ofa supervised person’s own or group
operations within that country orterritory.

60. Productor Service risk — Features that may be attractive to money launderersorthose financin
terrorism:

> abilityto make payments to, orreceive funds from, external parties

> abilitytopayinorwithdraw cash

> ability to migratefrom one productorservicetoanother

> __use of numbered accounts (without reference to the name ofthe customer)

> abilitytouse “hold mail” facilities and “care of” addresses which are not temporary
arrangements

> abilitytoplace fundsin client, pooled, nominee or otheraccounts, where funds are
mingled with those of other persons

> abilitytoplace sealed parcels orsealed envelopesin safe custody boxes.

61. Productor Service risk — Features that may indicate a higherrisk of money laundering or
financing ofterrorism:

> workwhichis outsidethe supervised person’snormal range of expertise—the money|
launderer might be targeting the supervised person to avoid answeringtoo many

questions

62. Instructions thatare unusual in themselves orthatare unusualfor the supervised person or the
customermay give rise to concern, particularly where no rational orlogical explanation can be
given. Additional service area vulnerabilities and risk factors s pecific to certain types of
supervised business are setoutinthe sector-specificSections 14.4,15.3 and 16.2 below.

63. An additional Section covering the issuance of Prepaid Cards and theirassociated risks is set out
as Section 3.3.6below.

64.Deliveryrisk — Featuresthat may be attractiveto money launderersor those financing terrorism
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non-face toface relationships - product or service delivered exclusively by post,

telephone, internet, video call etc. wherethere is no physical contact with the
customer

indirect relationship with the customer-use of reliance on obliged personsor other

third parties

availability of “straight-through processing” of customertransactions (where

payments may be madeelectronically without the need formanualintervention by a

supervised person).

65. Customer-specific risk — Features that mayindicate whethera customeris a money launderer or

is financing terrorism:

)

type of customer, e.g. anindividual who meets any ofthe definitions ofa PEP may

presenta higherrisk

nature and scope of business activities generating the funds /assets. The below

)

examples mayindicate higherrisk:

o _acustomerconducting “sensitive” activities (as defined by the JFSC’sSound
Business Practice Policy) or conducting activities which are prohibited if
carried on with certain countries

o _acustomerengagedinhigherrisk trading activities

o _acustomerengagedina business whichinvolves handling significantamounts
of cash

transparency of customer. Forexample:

Part 1: Section 3 - Identification Measures: Overview9]

o __mayindicate lowerrisk

o __customerswhere the structure or nature ofthe entity orrelationship makes it
difficulttoidentify the true beneficial ownersand controllersmay indicate
higherrisk, forexample those with nominee directors, nominee shareholders
or which have issued bearershares

behaviour by the customer may indicate a higherrisk. Forexample:

o whilstface-to-face contact with customersis notalways necessary or
possible, an excessively obstructive orsecretive customer may be a cause for
concern

o where a customerrequests undue levels of secrecy, a customeris reluctant or
unwilling to provide adequate explanations ordocuments, orwhere it
appearsthatan “audittrail” has been deliberately broken orunnecessarily
layered

o wherethereis nocommercial rationale orlogical explanation for use ofthe
products orservicesthatare being sought

reputation of customer. Forexample a well-known, reputable person, witha long

historyintheirindustry, and with abundantindependentand reliableinformation
aboutitandits beneficial ownersand controllersmay indicate lower risk

jurisdiction of customer. Ifthe customeris based outside Jersey, supervised persons

Page 14 of 23

will needto considerthe rationale as to why the customeris seeking services outside
of theirhome jurisdiction. The lack ofan appropriaterationale may indicate higher
risk
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AuthorityClient Riskq

Features that may indicate whether a client isa money launderer
or isfinancing terrorism:q

Type of client. For example, an individual who has been entrusted
witha prominent public function (or immediate family member or
close associate of such an individual) may present a higher risk (as
may adomestic politician);q

Nature and scope of business activities generating the
funds/assets. For example, aclient conducting “sensitive”
activities (as defined by the Commission inits Sound Business
Practice policy) or conducting activities whichare prohibited if
carried on with certain countries; aclient engaged inhigher risk
trading activities; or a client engaged in a business which involves
handling significant amounts of cash may indicate higher risk;q
Transparency of client. For example, persons that are subject to
public disclosure rules, e.g. on exchanges or regulated markets (or
majority-owned and consolidated subsidiaries of such persons), or
subject tolicensing by a statutory regulator, e.g. the Channel
Islands Competition & Regulatory Authority may indicate lower
risk. Clients where the structure or nature of the entity or
relationship makes it difficult to identify the true beneficial
owners and controllers may indicate higher risk e.g. those with
nominee directors or nominee shareholders or which have issued
bearer shares;9]

Secretive clients. Whilst face to face contact withclients isnot
always necessary or possible, an excessively obstructive or
secretive client may be a cause for concern;ql

Reputation of client. For example, a well-known, reputable
person, withalong history initsindustry, and with abundant
independent and reliable information about it and its beneficial
owners and controllers may indicate lower risk;1

Behaviour of client. For example, where there is no commercial
rationale for the service that is being sought, or where undue
levels of secrecy are requested by a client, or where a client is
reluctant or unwilling to provide adequate explanations or
documents, or where it appears that an “audit trail” has been
deliberately broken or unnecessarily layered, this may indicate
higher risk;q

The regularity or duration of the relationship. For example,
longstanding relationships involving frequent client contact that
result in a high level of understanding of the client relationship
may indicate lower risk;q

Type and complexity of relationship. For example, the use of
overly complex or opaque structures with different layers of
entities situated intwo or more countries and cross border
transactions involving counterparts in different parts of the world,
the unexplained use of corporate structures and express trusts,
and the use of nominee and bearer shares may indicate higher
risk; 9

Value of assets e.g. higher value; 9

Value and frequency of cash or other “bearer” transactions (e.g.
travellers’ cheques and electronic money purses), e.g. higher value
and/or frequency;9l

Delegation of authority by the applicant or client. For example, the
use of powers of attorney, mixed boards and representative
offices may indicate higher risk;9

Involvement of persons other than beneficial owners and
controllers in the operation of abusiness relationship; andq] [_'
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> theregularity orduration ofthe business relationship. Forexample, longstanding
business relationshipsinvolving frequent customer contactthatresultina highlevel
of understanding of the customer may indicate lower risk

> type and complexity ofrelationship. The belowexamples may indicate higher risk:

o _theuse of overly complex oropaquestructures with different layers of
entities situated in two or more countries

o__cross-bordertransactions involving counterparties in different parts of the
world

o __theunexplained use of corporate structures and express trusts

o _theuse of nominee and bearershares

> value ofassets handled, e.g. highervalue assets may indicate higherrisk

> value andfrequency ofcash orother “bearer” transactions (e.g. travellers’ cheques
andelectronicmoney purses), e.g. a highervalue and/or frequency may indicate

higherrisk

> delegation ofauthority by the customer. Forexample, the use of powers ofattorney
mixed boards and representative offices may indicate higherrisk

> __involvement of persons otherthan beneficial ownersand controllersin the operatior
of a business relationship may indicate higherrisk

> __inthe caseofanexpresstrust, the nature ofthe relationship between the settlor(s)
and beneficiaries with a vested interest, other beneficiaries and persons who are the|
objectofa power. Forexample, a trust thatis established for the benefit of the closd
family ofthe settlor mayindicate a lowerrisk.

3.34.2 External data sources

66.|n assessingthe risk that countries and territories may present a higherrisk, objectivedata F
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published by the IMF, FATF, World Bank and the Egmont Group of Financial Intelligence Units will
be relevant, as will objective information published by national governments (such as the World
Factbook published by the US Central Intelligence Agency) and other reliable and independent
sources, such asthose referred toin Section 3.3.4.1 above. Often, this information may be
accessed through country orterritory profiles provided on electronic subscription databases and
on the internet. Some profiles, such as thoseavailable through KnowYourCountry, arefree to |
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67. Information onsanctions maybe found on the JFSC’s website.
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assessing country risk for AML/CFT purposes, in addition to considering the particularfeatures o
acustomer, itwill be relevantto take account ofthe number of occasions thata particular

identified by reliable and independent external sources as presentinga higherrisk, When
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70. External datasources may also assistin establishing customer-specific risk. Forexample,
electronic subscription databases list individuals entrusted with prominent public functions who
may therefore meetthe definition ofa PEP. The listof sanctionsin force in Jersey may be
accessedthrough the JFSC'swebsite.
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71.A supervised person may demonstrate thatit has prepared a_ customerbusiness and risk profile
wherethe profile enablesitto:
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prepareda_customerbusiness and risk profilewhereitdoes so on the basis of generic attributes, Deleted: dient ]

solongas this enablesittorecognise the transactions and activity referred toin Paragraph 71
above. Formore complexproducts or services, however, tailored profiles will be necessary.

3.3.6 Prepaid cards
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B
73.This section provides assistance to supervised persons issuing prepaid cardsinJersey (issuers),
whetherdirectly orindirectly through anagentora distributor. It covers:
> ___whatelectronic moneyis and the features of prepaid cards
» __thevarious operators involvedina prepaid card programme
» __examplesofriskfactorsinherently associated with prepaid cards
»y __examplesofhow prepaid cards have beenusedinJersey by money launderersand
> therelevantregulatory and supervisory frameworkin placeinJerseyin respect of
the provision of prepaid cards.
3.3.6.1 Electronic money
B

74.Electronicmoney is defined at Paragraph 5(d)(15) of the Scheduleto the Wire Transfers
Regulationsas “electronically (including magnetically) stored monetary value, as represented by
aclaimontheissuer, whichis issued on receipt of funds for the purpose of makinga payment
transaction,and which isaccepted by a person otherthantheissuerofthe electronicmoney”.

75. Examples of electronic money products and services include online paymentservices, card-based
products (including prepaid cards), vouchers and mobile payment services.
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76.

Monetary value will be stored in an online accountor held on a stored-value card (where the

77.

value s stored on a microchip embeddedin the card). Both may be reloadable or non-reloadablg.

A reloadable account orstored-value card can be recharged afterthe initialfunds have been
loaded, usually foran unlimited number oftimes. Anon-reloadable account orstored-value car|

H

canbechargedonly once and does not permitany otherfunds to be added.

Electronicmoney whichis card-based uses the card forauthenticationinordertopermita

78.

customerto access theirfunds.

Where electronicmoneyisnotuseditcaninstead be redeemed. Redemptionis a process

79.

whereby a customer presents electronicmoney to theissuerand receives moneyin exchange af

parvalue. Redemption should not be confused with the spending ofelectronic money whena
prepaidcardis used for purchase of goods orservices from merchants.

Card-based electronic money may be usedinanopenorclosed loop system. Inan openloop

3.3.6.2 What is a prepaid card?

80.

system cards may be used to purchasegoods and services from any merchant or withdraw cash

atATMs operated by any merchantthatis participatingin the payment network. Thesecards
provide access to the global ATM and payment network through the logo thatthe cardis
branded with (e.g. VISA, MasterCard and American Express). In a closed loop system, cards mayj

be used only to purchase goods and services from a single merchantora limited, closed networ

of merchants (e.g. gift cards, gift vouchers and gift certificates). These cards typically do not
provide access to the global ATM network, cannotbe recharged and have no “cash back”
function.

Prepaid cardsare a type ofelectronicmoney. The FATF has classified such cards as a type of Ne

O

81.

Payment Products and Services (NPPS). These are considered to be new andinnovative paymen

k

products and services that offeran alternative to traditional financial services. Othertypes of
NPPS include mobile paymentservices and internet-based payment services—these are not
covered by this section.

Prepaid cards providethe holder with an authenticated access to pre-loaded funds. These funds

82.

canbeheldinanonline accountorona stored-valuecard.

Prepaid cards can be utilised fora range of purposes, including transactions in other countries of

83.

territories. Some cards can be funded by cash orotherelectronic paymentinstruments and can
be used for online shoppingortoreceive “cash back”. Newer prepaid card features thatare
becomingincreasingly commoninclude making onward transfers of money froma prepaid card

accounttootheraccounts (known as person-to-person transfers)and setting up standing orders.

Prepaid cardsare considered to be a retail product and are mostly used for making smallvalue

payments. Despitethis, the range of functions which prepaid cards currently offer can make
them attractive to criminals.
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3.3.6.3 Whoisinvolvedina prepaid card programme?

B
84.A numberof operators arenormally involvedin a prepaid card programme. Theseinclude:

Operator Description

acquirer The person which maintains the relationship with the retailer, provides the
infrastructure needed foracceptinga card payment (e.g. access to the
pointofsale (POS) terminal orthe paymentservices supportingan e-
commerce website)and normally operates the accountin which the
proceeds ofthe sale transaction are deposited.

distributor/ The personthatsells, provides, orarranges forthe sale of, prepaid cards

retailer on behalfofthe issuerto customers. Distributors may also offera separate
range of services to these customers.

payment The personthatprovides the technical platform to perform transactions

network withthe card at ATMs or points ofsale at merchants.

operator

issuer The personthatissues prepaid cards and against which the customerhasa
claim forredemption or withdrawal of funds.

programme The personresponsibleforestablishingand managing the prepaid card

manager programme in cooperation with a bank orelectronicmoney institution.
The programme manager usually markets the prepaid cards and
establishes relationships with banks and distributors or customers, andin
many cases provides the data processing capability. Some prepaid card
issuers manage their card programmes themselves (i.e. without using
programme managers).

agent For the purposes ofthis section, the agentis any person thatissues
prepaid cards on behalfof the issuer (the principal), whether by contract
with, or underthe direction of, the principal.

85. Article 1 of the EU Electronic Money Directive 2009 (defined in this section as the Directive)
stipulates thatthe activity ofissuing electronic money falls within the scope of the Directive.
Categories ofelectronic money issuersinclude:

> creditinstitutions

> ___electronic money institutions (definedin Article 2 of the Directiveas a legal person
thathas been granted authorisation toissue electronicmoney)and

> postoffice giroinstitutions.

86.An issuerwill be considered to carry on a supervised business in or from withinJersey where it
does sothrough a physical presence onthe island orthrough a Jersey-based agent.
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3.3.6.4 Risks associated with prepaid cards

87.The FATF issued a guidance paperinJune 2013 regarding the application ofa risk-based approach

88. Whilst prepaid cards do notautomatically present a higherrisk of money laundering or terrorist

towards prepaid cards, mobile payments and internet-based payment services. This paper
highlights the importance oftakinga more enhanced and focused approach in areas where therp
are higherrisks.

89.Theriskassessmentofa prepaid cardissuerwill needto coverallrelevantrisk factors (e.g.

financing, issuers will need to considerthe specificrisk factors ofeach cardissued and determing
its risk assessment based onthe same. The risk ofa prepaid card being misused willalso depend
on the productdesign and useand the effectiveness of systems and controls (including policies
and procedures). Issuers are expected to exercise greater caution and apply enhanced CDD

measures ininstances wherethere is a greater money laundering or financing ofterrorism risk or
where a productis designed and usedin a way thatis similartoa bankaccount.

90. Prepaid cards are mostly used for making small value payments and transactions. They leave an

customer profile, product design and functionalities, geographical location of main card funding
and card spending activities).

91.Theriskfactors listed below do not constitute an exhaustive listand should not be considered in

audittrailinthe system, unlike cash transactions. However, ifcertain risk factors are not
adequately or effectively managed and mitigated, prepaid cards can become attractive or
susceptibleto money launderersand terrorist financiers.

isolation. An accumulation of multiple risk factors will increase the overall risklevel—such an
accumulationis oftenseenin cases where prepaid cards have been used to facilitate criminal
activities.

> Prepaidcards are portable and easily transported cross-border. The current definitioh
of cash and bearernegotiable instruments in the Customs and Excise (Jersey) Law
1999 does not extend to prepaid cards and there isno requirement to report mailin
orshippingsuch cards abroad. Furthermore, itcan be difficult forlaw enforcement,
customsorborderguards to determine and potentially seize the monetary value
stored ona prepaidcard. This is particularly relevant when prepaid cards have high
loadlimitsand areused to transport the proceeds of criminal activities

> Ownership ofthe card may be transferred to an unidentified bearer (i.e. from the
customertoanotherperson)

> Prepaidcards may be purchased,and funds loaded, reloaded, redeemed, or
withdrawn on a non-face-to-face basis

> Prepaidcards may be funded by cash which could be the proceeds of criminal
activity. Cards also provide accessto cash by way of ATMs, “cash back” functionality

orredemption
> Prepaidcards may be funded by unidentified third parties and by otherelectronic
products
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> ___The card may have a high transaction limitor no transaction limitatall. Prepaid
cards thatallowhigh valuesto be loaded, have high ornotransaction value limits and
high or no transaction frequency limits increase the risk of money laundering or the
financing ofterrorism

> Individual customers or groups of customers may hold, have access to, or control
multiple cards. Multiple cards can be transported orsentacross bordersinan
attemptto circumvent the usual controls of cross-border cash movements

> Prepaidcards may be used to make frequent or high value cross-border transactions
by allowing customers to use funds loaded on theircards to be transferred onwards
to otherpersons (person to person or business to business transfers)

> __Mostprepaidcard programmesinvolvea numberofagents which may be basedin
several different countries and territories. As a result of this segmentation there may
be a lack of consistent CDD measures beingapplied across the issuer’s business

> Prepaidcard operators typically outsource business and compliance functionsto
overseas locations, where the legislation may not necessarily follow international
standards.

3.3.6.5 Case Study —Use of prepaid cards to launderthe proceedsof crime

--| Moved (insertion) [7]

92.Prepaid currency cards have been used by individualsinJersey to launderthe proceeds ofdrug
trafficking. Forexample, prosecutionsin 2013 were connected with the laundering of criminal
proceeds, amountingto £157,000, inJersey through foreign currencyexchange operators and
through multiple loadings of criminal funds onto prepaid cards. In the case of the latter method,
funds loaded locally werethen withdrawn overseas, over a period of 34 months.

93. Evidence demonstrated thatindividuals hired by the drug dealer were asked to “bank” the
proceeds ofillicit drugs sales by obtaining prepaid cards (two individuals held two cards eachin
theirown names), loading cash onto these prepaid cardsinJersey, and subsequently
withdrawing thesefunds inthe UKand Spain.

94.This case shows that criminals will exploit the different functionalities offered by prepaid cards.
The ability to obtain multiple cards and load them with third party cash, the portabilityofsuch
cards, and the ability to withdraw cash abroad have proved attractive to criminals.

3.3.6.6 Regulatory framework — prudential and conduct of business

95. Thereis currently no prudential or conduct of business regimein place in Jersey covering prepaid
cardissuers. However, in certain circumstances itis possible that prepaid card activity may fall
within otherregulatory regimes established, for example underthe BB(J) Law (deposit-taking) or
the FS(J) Law (where funds loaded ontoa cardare held by a cardissuerina trustee capacity).
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3.3.6.7 Regulatory Framework — AML/CFT

96.The activity ofissuing prepaid cards is listed in Paragraph 7(1)(e) of Part B of Schedule 2 tothe

Proceedsof Crime Law: “issuing and administering means of payment (such as creditand debit
cards, cheques, travellers’ cheques, money orders and bankers’ drafts, and electronic money)”.

97.As aresult, any personissuing electronic money (including prepaid cards)in or from withinJersely
(directly orthroughanagent)or through a legal person established underJersey law:

> __becomesa supervised person for the purposes ofthe Money Laundering Orderand is|
requiredtoapply CDD measures, keep records, appointan MLCOand MLRO, and to
have policiesand proceduresin place to preventand detect money laundering and thg
financing ofterrorism

> __isrequiredtoregister withthe JESCunderthe Supervisory BodiesLaw or, where the
personcarrieson a requlated businessas defined in the Supervisory BodiesLaw, to
notify the JESCthatit is issuing prepaid cards and

> __issubjecttosupervision by the JESCunderthe Supervisory BodiesLaw for compliance
with the Money Laundering Order and AML/CFT Codes of Practice.

98.The Money Laundering Order therefore appliesto prepaid card issuers with no physical
presenceinlersey thatissuecardsthroughJersey-based agents.

99. The Money Laundering Order does not provide forthe application of simplified identification
measures to prepaid card customers. Prepaid cardissuers are required to apply CDD measures tp
each customerand each third party on whose behalfthe customeracts.

100. Where a business relationshipis established with a customer, a prepaid cardissueris required tp
monitor customertransactions undertaken throughout the course ofthat business relationship.

101. By virtue of Article 2(3) of the EU Regulation, payment cards (among other methods oftransfen)
are exemptfromthe scope ofthe Wire Transfers Requlationswhere they are used exclusively foy
the purchase ofgoods orservices and the numberofthe card accompanies all transfers.
However, Article 2(3) ofthe EU Regulation also states that the use ofa paymentcardin orderto|
effecta person-to-person transfer of funds falls within the scope ofthe EU Regulation.

102. This meansthat where they satisfy the conditions set outin Article 2(3) of the EU Regulation, a
person carrying on activities listed in Paragraph 7(1)(e) of Part B of Schedule 2 to the Proceedsof
Crime Law is exempt from the obligation toinclude information on the payerin a wire transfer.
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103. Article 3(3)(b) of the Money Laundering Order explains that on-going monitoringincludes

d: Morgan

ensuringthatdocuments, data orinformation obtained under identification measuresare kept

ongoing

up-to-date and relevant by undertaking reviews of existing records, particularlyin relation to

higherrisk categories of customers, including reviews where any inconsistencyhasbeen .- [ Deleted:

clients

disclosed asa resultofscrutiny.

104. Among otherthings, where there is a changetoinformation found outabout the customer, the Deleted: Inter alia
customeracts fora new third party, a new person purports to act for the customer, orthe Deleted: dient
customerhas a new beneficialowneror controller, Article 13(1)(c)(ii) ofthe Money Laundering Deleted: dient

Order requiresthatthe identity ofthat personisfound outand evidence obtained. -
Deleted: dient
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105. A supervised person may demonstrate that documents, data orinformation obtained under
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identification measuresare kept up-to-date and relevantunder Article 3(3)(b) of the Money o firm
Laundering Order where the customeris requested to, and does provide, an assurancethat they Deleted: dient
will update the information provided on a timely basisin the event ofa subsequent change. Deleted: he, she or it
106. A supervised person may demonstrate thatdocuments, data and information obtainedunder . Deleted: firm
identification measuresare kept up-to-date and relevant under Article 3(3)(b) of the Money
Laundering Order where they are reviewed on a risk-sensitive basis, including where additional
“factors to consider” occur which mayimpactthe customerbusiness and risk profile. .. [ Deleted: become apparent
107. Triggerevents, e.g, the opening ofa new account, the purchase ofa further product or a [ Deleted: when taking
meeting with a_customer, may also present a convenient opportunity to reviewdocuments, data [ Deleted: instructions from a dient,
andinformation obtained under identification measures. [ Deleted: dient

I

3.5 Identification measures — taking on a book of business

108. Ratherthan establishing a businessrelationship directly with a customer, a supervised person Deleted: dient
may establish that relationship through the transfer ofa block of customersfrom another Deleted: firm
business. The transfer may be effected through legislation or with the agreement ofthe Deleted: dients

Lustomer. Deleted: affected
Deleted: dient
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109. A supervised person may demonstrate thatit has applied identification measuresbefore
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.............. [ Deleted: firm

establishinga businessrelationship taken on through the acquisition ofa book of business where

each ofthe followingcriteria are met:

)

110. Incaseswhere:

the vendoris asupervised person or carries on equivalent businessrefer to Section |

1.8 of this Ha ndml;i;ok)

Deleted:

relevant

Deleted:

as defined by Article 5 of the Money Laundering

)

)

)
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the supervised person has concluded that the vendor’s CDD policiesand procedures Order
are satisfactory. This assessment must eitherinvolve sample testing c i Deleted: )
anassessmentofall relevant documents, dataorinformation for the ( Deleted: firm
relationship to be acquired ([ peleted:,
before, or atthe time of the transfer, the_supervised person obtains fromthe vendor [ Deleted: ; and
all of the relevant documents, data orinformation (or copy thereof) held foreach [ Deleted: firm
Lustomeracquired. e { Deleted: dient
[ Deleted: a case
the vendoris nota supervised person; or [ Deleted: relevant
the vendoris notcarryingon equivalent business (refer to Section 1,8 ofthis [ Deleted:,
Handbook); and Deleted: 7
deficiencies are identified inthe vendor’s CDD policiesand procedures (eitheratthe| Deleted: ), or where
time of transfer or subsequently) | Deleted: areidentified
Deleted: ),
asupervised person may demonstrate thatit has applied identification measures
e - : : B - : Deleted: firm
before establishinga businessrelationship where it determines and implements a
programme to apply identification measureson each customerand remediate any Deleted: dlient
deficiencies, provided the programme isagreed in advance with the J/FSC. Deleted: to remedy
Deleted: which
Deleted: Commission.
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